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# Abstract

In the modern, connected enterprise, security awareness generally takes the form of mandatory training assigned to each user in the organization. Information Technology Security and/or designated training personnel typically assign users annual training centered around commonly recognized security threats[[1]](#footnote-0).

Although many engaging and effective security awareness programs exist, it is still a challenge to persuade an individual to fully engage with their security awareness courses, retain the knowledge effectively, and implement the prescribed secure behaviors that assist the organization in avoiding security threats. In many cases, users complete the minimum required training and often feel that the programs are a hindrance to actual work being accomplished[[2]](#footnote-1). In order to facilitate increased employee engagement, the concept of mandatory annual security training should be enhanced via the incorporation of game-like qualities otherwise termed as “Gamification.”

Gamification, in this domain, takes the form of presenting security awareness training materials and allows users to play games based upon various cybersecurity scenarios. This not only makes security awareness entertaining and engaging, but it prepares employees for a real security threat in the future[[3]](#footnote-2). Gamification gives individuals an additional reason to complete tasks that they otherwise feel difficult, uninteresting, or unimportant to the individual[[4]](#footnote-3)3. Turning a mandatory task into an enjoyable game transforms completing a task into an enjoyable activity[[5]](#footnote-4)3.

# Introduction

## Social Engineering

Social Engineering is the term used for a wide range of malicious activities accomplished through human interactions[[6]](#footnote-5). Social Engineering describes attempts at utilizing psychological manipulations to persuade users into making security gaffes and, therefore, divulge sensitive information. These attacks tend to be quite effective and are quite common, primarily because of human nature and the desire to be helpful[[7]](#footnote-6).

Social Engineering attacks tend to be multifaceted in approach. A malicious agent will first investigate their target to gather the required background information, such as potential openings and/or vulnerabilities in the observed security procedures, necessary for an attack. The agent then attempts to gain the target’s confidence and provide enticements for revealing sensitive information and/or potentially granting access to critical resources. These attacks are often devastating because they are difficult to guard against, as it is the users themselves willingly granting the malicious actor unauthorized resource access. Errors made by the target are much less foreseeable, rendering them harder to detect and impede than a malware-based intrusion.

There are several common types of Social Engineering tactics[[8]](#footnote-7):

* *Baiting* attacks utilize false guarantees to lure the target by enticing them through curiosity or a reward. The agent will provide seemingly authentic software, which is actually malware, with hopes for execution on the target systems.
* *Scareware* involves deception via false alarms and empty threats. The targets are deceived into believing their system is infected with malware. At that point, the target is instructed to install additional software that is malware itself.
* *Pretexting*involves deception via requests originating from malicious actors who create elaborate backstories in order to masquerade as entities who are normally considered privileged to view the resources sought after by the attack.
* *Phishing* generally takes the form of email and text message campaigns intending to generate a sense of urgency, curiosity, or fear in the target. Once the target engages with the message, the malicious agent will request immediate action, often via the clicking of a spoofed URL leading to a malicious website, which aims to steal credentials.
* *Spear phishing* involves a malicious agent and a well-researched target. The malicious agent imitates a user or entity considered trustworthy to the well-researched target, and then prompts the recipients to divulge sensitive information via the usage of malicious websites and/or other means.

*Fake News* is a social engineering strategy that uses malicious news content masquerading as content originating from authoritative sources. Fake News purveyors seek to deliberately misinform users and/or cause viral spread of content that is designed to elicit outrage and/or change opinions. From a cybersecurity perspective, fake news can cause its inadvertent consumers to form opinions that may be detrimental to an enterprise. A coordinated fake news attack on an organization may result in serious financial implications for the target firm7.
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* **Financial Losses**

Through a multitude of factors, the actions of malicious actors running a successful social engineering strategy may cause significant financial losses to an enterprise. These factors range from the direct theft of funds from bank accounts, to losses stemming from the inability to conduct business, and even damage to the reputation of a firm. There is also significant cost associated with upgrading operational security and repairing damages.

* **Loss of Productivity**

A successful attack may result in significant resources being reallocated to correct and repair the damages rendered upon the firm. Remedial cybersecurity education programs will require employee time, rather than allowing focus on normal job duties.

* **Operational Disruption**

These incidents often derail the enterprise from its core competencies and, instead, divert resources to address the matter. This diversion results in disruptions to many, if not all, aspects of the enterprise.

* **Reputational Damage**

Cybersecurity attacks are extremely dangerous, as they put both organizations and customer data at risk. If an organization is not seen as adequately protected, then the internal/external stakeholders may have a diminished opinion of the overall capability of the enterprise.

## Project Overview

The purpose of this project is to increase awareness of the concept of Social Engineering and its impacts upon the broader topic of Cyber Security. We will attempt to gain insight into individuals’ current knowledge of social engineering tactics and their experiences with these types of situations. To attempt to measure this, we will accumulate data about how individuals identify and react to social engineering situations and tactics. The goal is to answer the following questions:

* What are some of the most effective social engineering tactics?
* Is there a certain group of people more susceptible to social engineering attacks?
* How do people respond to social engineering attempts?
* Do people identify social engineering?

The main methodology of this project is to establish a baseline of an individual's knowledge of social engineering practices and record their responses to the simulated situations. We will collect the majority of the data through a survey and scenarios process related to social engineering. We will use a pre-survey to gather demographics, such as age, current knowledge of social engineering, prior cyber security training, and other related topics. The survey will be followed by social engineering scenarios in which the user will be asked to read the scenario and reply with their reaction to the situation.

After the scenarios, we will provide a segment that seeks to educate the user on social engineering and various tactics they may encounter. We intend to also provide an educational aspect to our research with the purpose of educating users on social engineering tactics and help them be better prepared to defend against these types of attacks. We will include a post-survey to measure the education they received and their response to a simulated sophisticated social engineering attack.

To test the user’s social engineering identification abilities, an interactive hacking-oriented game will be provided. This game will allow users to test their skills in balancing workplace technology safety with accomplishing normal daily tasks. This game will incorporate gamified representations of social engineering techniques which players can complete in order to earn points. This will keep users more engaged than conventional slideshow-based learning modules and encourage players to practice multiple times out of sheer enjoyment. The game will be built in *GameMaker Studio 2*.

## Project Objectives

The objectives of this project are the following:

* Increase awareness of social engineering and how it relates to cyber security.
* Determine what types of social engineering tactics are effective.
* Collect data on how people identify and react to social engineering scenarios.

A pre-survey will be used to establish a baseline regarding social engineering knowledge and obtain key demographics. A post-survey will be used to gain insight into the user experience and assess knowledge and key takeaways. The score of the game will also be provided.

Once the survey results have been collected as fully as possible, the data will be analyzed in order to determine if there is a trend towards certain demographic groups of users that are more susceptible to social engineering attempts. This will attempt to determine whether or not different demographics could be more vulnerable to attack, particularly older age groups. The rationale behind this is that some age groups were born into a technology age versus others who were not. The data will be analyzed to determine if this theory is correct. If so, then perhaps future endeavors at gamification of cyber security educational materials can adjust the material based upon perceived risk factors of the demographic group that the user is in.

## Proposed System

* 1. System needs and requirements

The scenario survey needed to include scenarios that were plausible social engineering attempts. Each scenario required that the participants would be able to make a decision based solely upon their knowledge and instincts rather than being led to a specific response by leading words in the scenarios. The scenarios also needed to provide enough description and information for participants to understand and respond to the scenarios accurately. The scenario survey also required a way to determine if participants could identify social engineering attempts with their current knowledge and also after being provided with knowledge on social engineering.

The simulation was devised to provide a way for research participants to both 1. Showcase any skills they already possessed in good security practices or to 2. Provide an experiential way to learn lessons related to social engineering tactics. In both of these cases, the simulation had several design goals in mind. Most prominently, it needed to be easy to interact with and accessible on a wide range of devices. Additionally, the simulation needed to adequately demonstrate skills in the workplace at preventing or avoiding social engineering attempts. Lastly, the simulation needed to feel properly gamified. Workplace technology safety training is often dry and monotonous; a more interactive design was brainstormed to keep research participants engaged throughout the entire study.

* 1. System design

The scenario survey was designed to include two sets of five social engineering scenarios. Each set included scenarios of potential real-world social engineering attempts covering the following social engineering tactics: shoulder surfing, phishing, tailgating, scareware, and baiting. A question was included with each scenario asking if the participant would proceed in a designated manner. An answer of yes or no was provided for each scenario question. An answer of yes to any of the scenarios indicated that the participant would or potentially would be susceptible to the type of social engineering presented. The following lists the scenarios and questions in the order in which they were presented to participants.

* **Scenario 1 - Shoulder Surfing**

You are attending a business convention and meet someone who tells you that they work for the same company at one of the branch locations. You spend time talking with this individual over the course of the convention and you ask if this individual’s branch has upgraded their online system yet. The individual replies that they haven’t yet, but they can’t wait to use it. You have your laptop on so you offer to show them some of the new features. They get up and stand behind you so that they can see your screen. You open up your company’s system and the login screen appears.

Would you continue to type in your username and password?

* **Scenario 2 - Phishing**

You have a movie streaming account and regularly use this service to watch movies and tv shows. You receive an email with the subject line “Update account information” from support@emailer.com. The email states the following: *Hello valued customer,* *Your payment method for your account needs to be updated in order to continue using our services. We currently are unable to authorize your last payment due to an issue with your credit card on file. Please click the link below to verify that your payment information is correct or to update with a new payment method. If you have any questions or concerns please contact customer service.* You can’t remember what card you used to pay for this streaming service. The email contains the streaming service’s logo and all spelling and grammar is correct.

Would you click on the link to update/verify your payment information?

* **Scenario 3 - Tailgating**

You work for a company with a large office building where all visitors must sign the visitor log and be escorted by an employee while in the building. All entrances to the building require an employee badge to enter. One day as you are coming back from lunch you walk toward the employee entrance in the back of the building and scan your badge to get in. As you are opening the door you notice an individual walking up to the door holding several boxes and bags that are from a local office supply store. This individual is struggling with the number of items and is also trying to reach into their pocket to retrieve something.

Would you hold the door open for this individual?

* **Scenario 4 - Scareware**

You have been working on your computer for several hours with various applications and web browsers open. As you switch between various windows a large popup appears on your screen with a smaller popup in front of it. The large popup has the title “WINDOWS VIRUS WARNING!” and underneath a list of alerts that you see contain words like trojan and spyware. It also says that it has detected 23 viruses that pose a threat to your system. The smaller popup on top of this says “Your computer has been locked. Windows has detected a virus attack on your computer. Contact Windows Security Help Line.” The large and small popup both contain a 1-800 number for the help line. You can close out of the smaller popup but you can’t click or interact with anything else on your computer screen.

Would you call the 1-800 number listed?

* **Scenario 5 - Baiting**

You are doing research at a local university and one day as you are walking toward the research building you notice a USB drive on the sidewalk outside the building. The USB is the same type that you use in the lab for transferring data. You pick it up and notice a label on it that reads “2018-2021 data results”. There is nothing to indicate the owner of the USB drive. You decide to not leave the USB drive outside so you bring it into the research building with you.

Would you plug this USB drive into a computer to view it’s content?

* **Scenario 6 - Shoulder Surfing**

You work remotely for a company and are responsible for managing the company's financial transactions. You work mainly from home, but you find it easier to get more work done by going elsewhere. You usually go to a nearby coffee shop with your laptop. Today the shop is busier than usual with almost every table full so you find a seat at a table in the center of the shop. You need to access the company’s bank statements online through the bank’s website where your company has their account. You navigate to the bank’s website and the login screen appears requesting your username and password.

Would you continue with entering your username and password to login?

* **Scenario 7 - Phishing**

You don’t have a laptop or desktop computer so you access websites and applications on your cell phone. You have a social media account that you access frequently. One day you receive an email with the following message regarding your social media account: *Hello,* *A new device has been used to access your account at 1:13pm today.* *Operating System: Mac OS X 10.5* *Browser: Safari* *Location: Amsterdam, NH, NL* *If you did this, you may ignore this message.* *If you did not access your account with this device please secure your account by following the link listed below.* *Sincerely,* *Customer Security Team;* You have only used your phone to access your account and you don’t have a Mac OS device nor have you been in the location listed.

Would you click on the link to access your account in order to secure it?

* **Scenario 8 - Tailgating**

There are many employees at your office and you only know a handful of them by name and which department they work in. You always use the employee entrance that requires a keycard to get in. One day while walking to the door an individual rushes up behind you as you scan your keycard. You recognize their face as you have seen them sitting outside at the employee picnic table on several occasions eating lunch. You have never spoken to this individual but only observed them in passing. They look stressed and in a hurry. They say, “Hey, can you please hold the door? My kid had an accident this morning and it put me out of sorts and I forgot my keycard. I’m late for a meeting that I can’t miss.”

Would you let this individual enter the building with you?

* **Scenario 9 - Scareware**

You have an issue with your printer and are searching the internet on your laptop for a solution to get it working. You really need to print off some documents so you have been clicking on any site that may give you a solution. You find a promising yet unfamiliar site and you click on the link. Once you click on the link and get redirected to the site a pop up banner appears at the top of your browser with the following message: “A harmful spyware program has been detected on your computer. Click here to remove harmful programs using the free trial of CleanSpyware removal tool.” Currently your computer doesn’t have any antivirus or security software installed to take care of risks.

Would you click to remove the detected spyware using the CleanSpyware removal tool offered?

* **Scenario 10 - Baiting**

You are a huge fan of a popular tv series that you were able to view on a streaming service. Unfortunately, the series was removed from the streaming service before you could finish the last few episodes. The last episode that you were able to watch left off on a huge cliffhanger and you desperately want to find out what happens next. There currently isn’t any streaming service that you know of that has this series available. You have been browsing the internet on your cell phone to find where you can watch the last few remaining episodes. You find a site that says that you can watch all the full episodes of the series that you were looking for. It has a download link for each of the seasons. You see that it has a link for the last season that you want to watch.

Would you click on the link to watch the episodes that you missed?

In the simulation, the user takes the role of an office worker bombarded by tasks related to business work and social engineering. The user must interact with the tasks to score points thus showing their understanding of social engineering tactics and ability to adapt to unforeseen risks. The simulation is designed as a project in *GameMaker Studio 2*, as this tool is easy to teach, produces playable content very quickly, and scales well across multiple device environments. The simulation for this research study was specifically produced as a web project, meaning any browser for a desktop computer could access the simulation.

* 1. System operations

The scenario survey begins with basic demographic questions. After the demographic questions, five scenarios are presented to participants with a question if they would proceed in a certain manner. After the first five scenarios, the participants read through an education section that includes the definition of social engineering and the types of social engineering presented in the scenarios. Information on ways to prevent and avoid these types of attacks is also presented. After the education section, the participants are presented with an additional five scenarios that differ from the first five but cover the same type of social engineering attempt.

The simulation operates over three screens. The first is a short screen detailing the project’s title, creators, and a basic set of instructions. Once the user is ready, they are moved to the main interactive screen. Here the user takes the role of an office worker for three minutes. As office workers, they will interact with a variety of tasks in their office space by clicking with their mouse cursor. The tasks reflect social engineering techniques, such as phishing emails showing up on the user’s computer alongside genuine business emails. Successfully interacting with office tasks and catching attempts in the act awards points, whereas falling victim to the subterfuge subtracts points. After the three minutes are up, the user is moved to a new screen where they are provided their score.

## Project Evaluation

* 1. Experimental methodology

Participants were recruited from the North Dakota State University research participant list. An email was sent to the individuals included in this list with an invitation to participate in this research. The email included the intent of the research with two links, one for the survey with the scenarios and one for the survey with the simulation. Participants were allowed to complete either or both of the surveys. The surveys were made active through Qualtrics, an online survey tool, and remained active for six days to collect participant responses.

* 1. Data and analysis

Responses were collected from 106 participants for the survey of social engineering scenarios. The majority of participants were in the 18-24 age range with 82 participants. Nineteen participants were in the 25-34 age range and the remaining four were between 35 and 64. There were a total of 64 female participants, 36 male participants, 1 indicating other gender, and 5 who preferred not to say.

Table 1. Total Participants By Gender and Age Group

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| Gender\Age | 18-24 | 25-34 | 35-44 | 45-54 | 55-64 |
| Male | 26 | 8 | 1 | 1 | 0 |
| Female | 51 | 11 | 1 | 0 | 1 |
| Other | 1 | 0 | 0 | 0 | 0 |
| Prefer not to say | 4 | 0 | 1 | 0 | 0 |

After the education section of the survey, there was a decrease in the percentage of overall participants who answered yes for all the scenarios except for the scenarios about phishing. For the phishing scenario, there was an increase in the percentage of “yes” responses after the education section. The tailgating scenario had the most yes responses before and after the education out of all the scenario types.

Table 2. Percentage Yes Responses Pre-Education Versus Post-Education

|  |  |  |
| --- | --- | --- |
| Scenario Type | Pre-Education | Post-Education |
| Shoulder Surfing  Scenario 1 & 6 | 25.5% | 16.0% |
| Phishing  Scenario 2 & 7 | 17.9% | 24.5% |
| Tailgating  Scenario 3 & 8 | 68.9% | 33.0% |
| Scareware  Scenario 4 & 9 | 13.21% | 3.8% |
| Baiting  Scenario 5 & 10 | 19.8% | 11.3% |

The majority of participants were in the age range of 18-24 with 82 participants. There were 19 participants in the age range 25-34, 3 in the age range 35-44, and 1 in both the 45-54 and 55-64 age range.

In the 18-24 and 25-34 age range Scenario 3 & 8 - Tailgating had the highest percentage of yes responses out of all the pre-education and post-education scenarios. For both these age ranges there was a decrease in the percentage of yes responses for the post-education scenarios except for Scenario 7 - Phishing. This scenario had an increase in percentages of yes responses for the post-education scenarios in the 18-24 age range and the same percentage in the 25-34 age range.

Table 3. Percentage Yes Responses By Age Group

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| Age | 18-24 | 25-34 | 35-44 | 45-54 | 55-64 |
| Total | 82 | 19 | 3 | 1 | 1 |
| Scenario 1 | 25.6% | 21.1% | 66.7% | 0.0% | 0.0% |
| Scenario 2 | 22.0% | 5.3% | 0.0% | 0.0% | 0.0% |
| Scenario 3 | 74.4% | 57.9% | 0.0% | 0.0% | 100.0% |
| Scenario 4 | 14.6% | 10.5% | 0.0% | 0.0% | 0.0% |
| Scenario 5 | 23.2% | 10.5% | 0.0% | 0.0% | 0.0% |
| Scenario 6 | 18.3% | 5.3% | 33.3% | 0.0% | 0.0% |
| Scenario 7 | 29.3% | 5.3% | 33.3% | 0.0% | 0.0% |
| Scenario 8 | 34.1% | 31.6% | 33.3% | 0.0% | 0.0% |
| Scenario 9 | 4.9% | 0.0% | 0.0% | 0.0% | 0.0% |
| Scenario 10 | 12.2% | 5.3% | 33.3% | 0.0% | 0.0% |

The majority of participants were female with 64 participants. There were 36 male participants, 1 indicating another gender, and 5 who preferred not to say.

For males and females, Scenario 3 & 8 - Tailgating had the highest percentage of yes responses out of all the pre-education and post-education scenarios. For both genders, there was a decrease in the percentage of yes responses for the post-education scenarios except for Scenario 7 - Phishing. This scenario had an increase in percentages of yes responses for the post-education scenarios for both males and females.

Table 4. Percentage Yes Responses By Gender Group

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Gender | Male | Female | Other | Prefer not to say |
| Total | 36 | 64 | 1 | 5 |
| Scenario 1 | 25.0% | 25.0% | 100.0% | 20.0% |
| Scenario 2 | 11.1% | 21.9% | 0.0% | 20.0% |
| Scenario 3 | 63.9% | 70.0% | 100.0% | 80.0% |
| Scenario 4 | 5.6% | 18.8% | 0.0% | 0.0% |
| Scenario 5 | 16.7% | 21.9% | 0.0% | 20.0% |
| Scenario 6 | 16.7% | 15.6% | 0.0% | 20.0% |
| Scenario 7 | 25.0% | 25.0% | 0.0% | 20.0% |
| Scenario 8 | 27.8% | 31.3% | 100.0% | 80.0% |
| Scenario 9 | 0.0% | 6.3% | 0.0% | 0.0% |
| Scenario 10 | 8.3% | 12.5% | 0.0% | 20.0% |

The majority of participants indicated that they did not have any prior security training with a total of 74 participants. Thirty-one indicated that they had security training and one participant preferred not to say if they had training or not.

The percentage of those who answered yes to the scenario questions and had security training was lower in seven scenarios when compared to those who had no security training. Scenario 3 and Scenario 8 - Tailgating had the highest percentage of yes responses for both those who indicated having security training and those who indicated not having security training. For those who had security training there was a decrease in the percentage of yes responses for the post-education scenarios except Scenario 1 - Shoulder Surfing and Scenario 7 - Phishing for which both increased. Scenario 4 and 9 - Scareware remained the same at 0%. For those who did not have security training, there was a decrease in the percentage of yes responses for the post-education scenarios except Scenario 7 - Phishing which increased.

Table 5. Percentage Yes Responses By Having Security Training

|  |  |  |  |
| --- | --- | --- | --- |
| Has Security Training | Yes | No | Prefer not to say |
| Total | 31 | 74 | 1 |
| Scenario 1 | 19.4% | 28.4% | 0.0% |
| Scenario 2 | 9.7% | 20.3% | 100.0% |
| Scenario 3 | 48.4% | 77.0% | 100.0% |
| Scenario 4 | 0.0% | 18.9% | 0.0% |
| Scenario 5 | 19.4% | 18.9% | 100.0% |
| Scenario 6 | 22.6% | 13.5% | 0.0% |
| Scenario 7 | 29.0% | 23.0% | 0.0% |
| Scenario 8 | 32.3% | 32.4% | 100.0% |
| Scenario 9 | 0.0% | 5.4% | 0.0% |
| Scenario 10 | 3.2% | 13.5% | 100.0% |

The majority of participants indicated that their highest level of education was some college with 59 participants. Participants with a bachelor’s degree included 25 participants, post-graduate degree 12, associate’s degree 8, and high school 2.

For those with their highest level of education being some college, associate’s degree, bachelor’s degree, and post-graduate degree Scenario 3 and Scenario 8 - Tailgating had the highest percentage of yes responses. For those who had some college or bachelor’s degree, there was a decrease in the percentage of yes responses for the post-education scenarios except Scenario 7 - Phishing for which both increased. For those with an associate’s degree Scenario 1 and Scenario 6- Shoulder Surfing and Scenario 2 and Scenario 7 - Phishing remained the same. For those with a postgraduate degree Scenario 2 and Scenario 7 - Phishing remained the same, Scenario 3 and Scenario 8 - Tailgating remained the same, Scenario 4 and Scenario 9 - Scareware remained the same, and Scenario 5 and Scenario 10 - Baiting remained the same.

Table 6. Percentage Yes Responses By Highest Level of Education

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| Highest level of Education | High School | Some College | Associate’s Degree | Bachelor’s Degree | Postgraduate Degree |
| Total | 2 | 59 | 8 | 25 | 12 |
| Scenario 1 | 50.0% | 25.4% | 25.0% | 24.0% | 25.0% |
| Scenario 2 | 50.0% | 22.0% | 37.5% | 8.0% | 0.0% |
| Scenario 3 | 100.0% | 72.9% | 100.0% | 60.0% | 41.7% |
| Scenario 4 | 0.0% | 16.9% | 37.5% | 4.0% | 0.0% |
| Scenario 5 | 50.0% | 22.0% | 25.0% | 16.0% | 8.3% |
| Scenario 6 | 50.0% | 16.9% | 25.0% | 8.0% | 16.7% |
| Scenario 7 | 0.0% | 28.8% | 37.5% | 20.0% | 8.3% |
| Scenario 8 | 0.0% | 33.9% | 62.5% | 20.0% | 41.7% |
| Scenario 9 | 0.0% | 3.4% | 25.0% | 0.0% | 0.0% |
| Scenario 10 | 50.0% | 13.6% | 12.5% | 4.0% | 8.3% |

The survey containing the simulation returned 112 respondents. However, of those 112 participants who took the survey, only 88 of them provided a score for their attempt at playing the simulation. Additionally, four of the responses were not valid score numbers and instead were descriptive text responses. Therefore, 84 participant scores were counted for data analysis.

The reported scores can be divided into 3 primary categories, shown in the chart as three separate color-pattern groupings.

The first category consists of all scores below or equal to 0. These five respondents were unable to finish the simulation correctly and did not earn any points. This showcases either a lack of domain knowledge and familiarity with social engineering techniques or a misunderstanding of how to interact with the simulation. These account for a little over 5% of the responses, which indicate that a large majority of participants understood how to play and interact in-browser. Therefore we could assume that these low scores are connected to the lack of domain knowledge.

The next category consists of scores greater than 0, but less than 600. Six-hundred was the calculated baseline for players who used the simulation. It represents an expected score for a player who is mildly familiar with social engineering techniques and flexible enough to adapt to the simulation environment within three minutes. Participants in the 0-600 range showed some understanding of the material but maybe were unable to connect it to the simulation or learn the simulation’s interactions and tasks quickly enough. This was the largest chunk of returned scores at nearly 60% of all participants.

Lastly, the final category consists of scores that met and exceeded the baseline score of 600. These were considered exemplary scores and demonstrated a well-rounded grasp of the content material and gameplay of the simulation. This accounted for about 30% of respondents. The top score reported was 1350, or approximately 85 completed tasks.

Chart 1. Human Engineering Simulation Scores

![](data:image/png;base64,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)

The breakdown for participants shows that a majority of responses came from individuals in the 18-24 age range.The survey and simulation were delivered via the university research email, which means the primary audience receiving the links would be young adults in college. The survey also had an even breakdown of male and female participants, with 49 respondents responding male and 56 responding female.

Table 7. Total Participants By Gender and Age Group

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| Gender | 18-24 | 25-34 | 35-44 | 45+ | Prefer not to say |
| Male | 36 | 10 | 3 | 0 | 0 |
| Female | 44 | 12 | 0 | 0 | 0 |
| Non-binary / third gender | 2 | 0 | 0 | 0 | 0 |
| Prefer not to say | 4 | 0 | 0 | 0 | 1 |

Looking at the first major demographic compared to score, we see that the youngest age grouping covered all ranges for scores. While the scores clustered around the second category specified in Chart 1, there were notable numbers around the cut-off of 600+. The youngest age group also notably had the only responses that exceeded 100 points and crossed into the largest bins of scores.

Table 8. Score Category By Age

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| Age | 18-24 | 25-34 | 35-44 | 45+ | Prefer not to say |
| Total | 86 | 22 | 3 | 0 | 1 |
| ≤ 0 | 4 | 1 | 1 | 0 | 0 |
| (0-150] | 13 | 4 | 0 | 0 | 0 |
| (150-300] | 12 | 4 | 0 | 0 | 0 |
| (300-450] | 11 | 1 | 0 | 0 | 0 |
| (450-600] | 3 | 3 | 0 | 0 | 0 |
| (600-750] | 7 | 1 | 0 | 0 | 0 |
| (750-900] | 9 | 0 | 1 | 0 | 0 |
| (900-1050] | 3 | 0 | 0 | 0 | 0 |
| > 1050 | 6 | 0 | 0 | 0 | 0 |
| Text Response | 3 | 0 | 1 | 0 | 0 |
| No Response | 15 | 8 | 0 | 0 | 1 |

As for the gender breakdown, there are a few observable trends. Male participants had larger spikes at individual tiers, creating a more erratic pattern. Meanwhile, female participants had a more even slope of scores overall. An additional note is that one of the highest achieved scores was reported by an individual who chose not to list their gender, but did list other demographic information. This was uncommon as those who chose “Prefer not to say” typically chose that option for nearly all of the fields.

Table 9. Score Category By Gender

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Gender | Male | Female | Non-binary / third gender | Prefer not to say |
| Total | 49 | 56 | 2 | 5 |
| ≤ 0 | 2 | 3 | 0 | 0 |
| (0-150] | 10 | 6 | 0 | 2 |
| (150-300] | 8 | 9 | 0 | 0 |
| (300-450] | 3 | 8 | 0 | 0 |
| (450-600] | 2 | 4 | 0 | 0 |
| (600-750] | 3 | 4 | 0 | 0 |
| (750-900] | 6 | 4 | 1 | 0 |
| (900-1050] | 1 | 2 | 0 | 0 |
| > 1050 | 3 | 2 | 0 | 1 |
| Text Response | 2 | 2 | 0 | 0 |
| No Response | 9 | 12 | 1 | 2 |

One of the demographics the study was most concerned with was whether study participants had any previous education in technology security and social engineering. The hypothesis was that those who did would perform better in the simulation compared to those that didn’t; they would have greater familiarity with social engineering techniques and respond quicker in the three minute span.

For the responses, there was fewer than two-times the number of participants who had never received security training. Whether due to shear numbers or other factors, this demographic actually captured five of the six > 1050 scores as opposed to those that had prior security training. Otherwise, the scores were fairly similar between the two groups, especially considering the numbers in each demographic.

Table 10. Score Category By Having Security Training

|  |  |  |  |
| --- | --- | --- | --- |
| Has Security Training | Yes | No | Prefer not to say |
| Total | 39 | 72 | 1 |
| ≤ 0 | 1 | 4 | 0 |
| (0-150] | 6 | 12 | 0 |
| (150-300] | 3 | 14 | 0 |
| (300-450] | 7 | 4 | 0 |
| (450-600] | 2 | 4 | 0 |
| (600-750] | 2 | 5 | 0 |
| (750-900] | 5 | 6 | 0 |
| (900-1050] | 1 | 2 | 0 |
| > 1050 | 1 | 5 | 0 |
| Text Response | 0 | 3 | 0 |
| No Response | 10 | 13 | 1 |

Finally, the study also attempted to find any correlations between participant education levels and simulation performance. The "some college” demographic had the largest number of >1050 scores, but it was also larger than every other education demographic combined. Another outlier is that 23% of those with a postgraduate degree achieved a score of zero or less. This could be an indication that higher education isolated from specified security training isn’t enough protection against hacking attempts.

Table 11. Score Category By Highest Level of Education

|  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- |
| Highest level of Education | High School Graduate | Some College, No Degree | Associate’s Degree | Bachelor’s Degree | Postgraduate Degree | Prefer Not to Say |
| Total | 5 | 56 | 8 | 28 | 13 | 2 |
| ≤ 0 | 0 | 4 | 0 | 1 | 3 | 1 |
| (0-150] | 1 | 6 | 1 | 6 | 0 | 0 |
| (150-300] | 2 | 10 | 0 | 4 | 1 | 0 |
| (300-450] | 0 | 7 | 1 | 3 | 0 | 0 |
| (450-600] | 0 | 2 | 0 | 2 | 2 | 0 |
| (600-750] | 0 | 3 | 2 | 2 | 0 | 0 |
| (750-900] | 0 | 5 | 2 | 3 | 1 | 0 |
| (900-1050] | 0 | 2 | 1 | 0 | 0 | 0 |
| > 1050 | 0 | 4 | 0 | 2 | 0 | 0 |
| Text Response | 0 | 2 | 0 | 1 | 1 | 0 |
| No Response | 2 | 11 | 1 | 4 | 5 | 1 |

* 1. System evaluation

From the scenario survey it was shown that there was an overall decrease in “Yes” responses after participants were educated on social engineering. The scenario involving phishing did not have a decrease in “Yes” responses after the education section but rather an increase. When evaluating specific demographic categories where there were more than five participants the scenario involving phishing had an increase or no change in percentages of “Yes” responses after the education section. The scenarios related to tailgating had the highest percentage of “Yes” responses overall and for each evaluated demographic category where there were more than five participants.

The simulation side of the research project drew some interesting connections between the participants and their scores. Namely, fewer participants scored the baseline of 600 than expected. Assumptions had been that this would be easy to reach and would form the peak of a bell curve for the scores. The peak of the curve formed around the (0-150] and (150-300] score silos. Additionally, there were not any clear, direct correlations between education/training and performance in the simulation. This could be the result of many details of the research project, but a larger (and more diverse) sample size would have assisted with discerning whether the discrepancies lied with the participants or the simulation.

## Conclusion

* 1. Importance of the system

The scenario survey was important in gaining insight into effective social engineering tactics, how people respond to social engineering attempts, and if people identify social engineering.

The scenario survey indicates that education can be an important factor in helping individuals to identify and prevent social engineering attempts. The scenario survey can also be used to help understand what types of social engineering tactics may be the most effective and the least likely to be detected or avoided.

The simulation helped provide a way for participants to display and test their skills in an experiential environment. Additionally, given nearly two-thirds of participants had not had prior security training, the simulation served an important first-step in the path of IT security and safety for these individuals. The simulation scoreline indicates that extra education would be valuable in the key largest demographics from this study, as well as additional education into crafting more immersive simulations for training purposes.

* 1. What has been presented in the paper

This paper has presented social engineering and its consequences, the need to increase awareness on social engineering, and the research completed to gain insight into social engineering. The methods, details, and processes for completing this research was also covered along with the collected data and its analysis.

* 1. System evaluation conclusions

From the scenario survey it was not able to be determined if a certain demographic is more susceptible to social engineering attempts than others. This was due to the participants recruited being mainly of the same demographic. With more participants being from different demographics especially age, there could potentially be insight gained into the correlation between demographics and susceptibility.

Education was shown to be a potential factor in how participants responded to social engineering attempts. It was concluded as a result of the post-education scenarios having a lower percentage of yes responses that education is beneficial to identifying social engineering attempts.

The increase in percentage of yes responses for the post-education phishing scenario could potentially indicate that it isn’t as easily identifiable as other social engineering attempts. This would make phishing an effective social engineering tactic. Tailgating also appears to be an effective social engineering tactic. Only assumptions can be made as to why these two types of tactics are effective or potentially effictive. No user comments were collected to determine reasons for participants' responses.

* 1. System immediate next steps

There are no immediate next steps that will be taken for the scenario survey nor for the simulation.

* 1. Future work

No future work is presently planned for this research, but there is potential for it to be extended and built upon. In order to determine if a certain demographic is more susceptible to social engineering attempts the research could recruit more participants from a wider age range. If determining the effectiveness of different types of social engineering attempts is desired this research could be extended to include tactics not already included. Comments could also be gathered from participants to determine why they made certain decisions and to also give insight into why certain tactics are more effective than others.
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